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Foreword

Telecommunications providers have a considerable customer base ranging from hundreds of thousands to millions of customers. Change initiatives are launched on a yearly basis that may have an impact on the personal data of these customers.

The telecommunications sector understands the many societal concerns regarding the personal data processing operations within the sector. This is of utmost importance and this data protection impact assessment (DPIA) guidance forms part of addressing these concerns in order to obtain, keep and maintain the trust of customers and any other stakeholder in the company when processing their personal data.

With the present guidance, the telecommunications sector intends to document how it will identify, evaluate and mitigate negative impacts related to its personal data processing operations. Furthermore, conducting a DPIA forms part of the values adhered by the telecommunications sector and its social corporate responsibility.

As telecommunications providers are faced with the common challenges, the need to draft a common guidance for carrying out a DPIA raised. Telecommunications providers have moreover received a request from the Belgian Data Protection Authority (DPA) to provide a description of the risk method they use when evaluating personal data risks in the DPIA or in case of personal data breaches. In response, the telecommunications sector in Belgium feels the need for a DPIA guidance in order to be able to abide by these requirements. This guidance seeks a common approach for the telecommunications sector by providing a framework and a bespoken step-by-step method on how to conduct a DPIA, both to be operationalized through a specific template.

Impact assessment, and DPIA in particular, can provide several benefits to both private and public organizations to tackle the many societal concerns, such as personal data protection, for instance by contributing to informed decision-making, enhancing public participation or balancing competing interests. At the same time, however, impact assessment has also been criticized, for example for creating an unnecessary burden to organizations, lacking specific guidance, taking place too late or for not being transparent.

Particularly for the telecommunications providers, there are many advantages of common guidance, for example:

▪ Ability to integrate a DPIA process in an agile business environment;
▪ Increase in efficiency as conducting a DPIA saves unnecessary project delays and loss of potential business opportunities;
▪ A harmonised and uniform approach of DPIA execution, taking into account the minimalistic provisions of the GDPR in this regard;
▪ Avoidance of unnecessary documentation and the maintenance thereof leading to operational overhead;
▪ Reduction of a possibility of misalignment with DPAs.

The present document builds on the experience and expertise of both Agoria members and VUB’s d.pia.lab, whose assistance Agoria sought in preparing this guidance. It is grounded in the longstanding practice of Belgian telecommunications providers in dealing with personal data protection, which is now adjusted in order to comply with the letter of the law, namely the General Data Protection Regulation (GDPR). Nonetheless, the present document will need to be periodically revised and updated as the context changes and the experience from its use grows.

Danny GODERIS, Manager Digital & Telecom
Brussels, October 2020
Executive summary

The General Data Protection Regulation (GDPR, 2018) is the core instrument of the personal data protection law in the European Union (EU) and has substantially reformed the legislative framework compared to the former applicable law, the Data Protection Directive (DPD, 1995). One of the newly introduced requirements in the GDPR has been the obligation to conduct a data protection impact assessment (DPIA) (Article 35 GDPR). With regard to this process, it constitutes a form of impact assessment (IA) and, to a large extent, is a variation of privacy impact assessment (PIA). In general, impact assessment and similar ex ante evaluation techniques have proliferated so as to address largely unpredictable effects of emerging technologies, before they materialize.

The objective of this guidance document is to provide the necessary foundations for the legal requirements of the process of DPIA in the heavily-regulated telecommunications sector in Belgium. The obligation to conduct a DPIA reflects the risk-based approach to the protection of personal data and the strengthening of the principle of accountability therein (Article 5(2) GDPR). Alongside many other advantages, the actors in the telecommunications sector would multiply benefit from conducting the said process, not only because it would achieve legal compliance, but also it would demonstrate a systematization of their data processing operations. Indeed, the activity of the telecommunications sector varies from continuously handling requests regarding personalized products and services, concluding contracts with customers, to optimizing the network or monitoring its performance.

In order to navigate through the assessment process, first, the essential framework of IA is presented. This is part of the architecture of impact assessment and consists of principles and conditions governing the theory and practice thereof, e.g. independence of the assessors, the reasonable transparency therein, and their adaptive and inclusive character. The second element of the architecture is the method, which has accordingly been tailored-down to correspond to the reality and needs of the telecommunications sector in Belgium. The selected method includes a series of building blocks, split in four phases: preparation phase, assessment phase, post-assessment phase and ongoing phase.

During the preparation phase, a preliminary description of the envisaged data processing operations is sought, in order to determine whether or not a DPIA is required. If this is true, the assessors browse through the analysis of the threshold, determining if it is likely that the processing operations may result in a high risk to the rights and freedoms of individuals. The GDPR, the European Data Protection Board (EDPB) and the national Data Protection Authorities (DPA) have assumed their role in setting such criteria of high risk. Subsequently, during the scoping step, the applicable legislation, the stakeholders and the appraisal techniques are determined, among others. The first phase is concluded with the planning of the assessment process, including resources necessary to conduct it.

The essence of the DPIA lies within the second phase, namely the assessment phase. Here, a quite extensive description of the contextual and technical aspects of the envisaged processing operations is provided. This serves as the basis for the actual assessment through two distinct appraisal techniques, as required by the GDPR, namely: a) the necessity and proportionality assessment, aiming largely to observe the proper implementation of the personal data protection principles; and b) the assessment of the risks to the rights and freedoms of data subjects, in which possible risks are identified, analysed as to their likelihood and severity, and for which mitigation measures are recommended. To that end, a rigorous method is employed, ensuring that the assessment is made on a fact-based analysis, built on sufficient, clearly described and verifiable evidence.

Next, two milestones are provided for during the post-assessment phase. In case of high residual risk, and in absence of measures or recommendations taken by the controller to mitigate the risks after conducting a DPIA process, the step of prior consultation with the DPA is triggered, in which the latter
shall be informed and act, if necessary. Moreover, this phase includes a step dedicated to the revision of a DPIA at least when there is a change of the risk represented by processing operations.

The three phases above are ceaselessly supplemented by an ongoing, cross-cutting phase, in particular encompassing the step of stakeholder involvement, the step of quality control of the assessment process and the step of documentation. All of the three remain indispensable for achieving an excellent and trustworthy result.

Lastly, a comprehensive list of annexes concludes this guidance document. The goal of the said annexes is essentially to provide inventories of relevant information for relevant building blocks (knowledge bases) as appended to the present document.